WebMonitor Firmware 2.0 Specification

Highlights:

--- Record Multiple Video When Callback

--- Multiple Events Triggering Allowed

--- Log of Triggered Events

1. --- Scheduled Callback
2. --- Camera Control (Pan-Tilt-Zoom)

--- Overlay text on video under LAN mode

3. --- RS-232 In/Out via HTTP 
Specifications:
4. Cover all the specification of Firmware 1.4

5. The video parameters (codec type, dimension) are no longer parameters of the call setup, on the other hand, they are determined by administrator. These settings are saved in WebMonitor and when there is a client invokes a connection, he only needs to provide the telephone number. When the connection is built, the video codec type and video dimension pre-configured in WebMonitor is used. And these settings will be used until administrator changes them. The video codec type and video dimension settings will be used when normal connection, event-triggered callback and scheduled callback.

6. There can be only one set of period/frame-rate setting in one WebMonitor for event-triggered callback. One event (GPI) can trigger multiple video. And the callback stream contains all the video triggered by this event. It means, H.263 codec must be multi-stream capable.

7. If an event is triggered, a record of this event is added to a log file, and the corresponding videos are starting to be recorded. If there is already a recording action, the new videos then are added to the stream. Server can record at least 1024 events.
8. When events triggered, if WebMonitor is connected, server should check if the user is administrator. If not, server must break this connection and dial the pre-defined callback phone number. On the contrary, the connection is not going to be broken, and a callback indication is sent to client. 

9. When events triggered, if WebMonitor is not connected or the connected client is not the one we want to callback (not administrator), server should record the videos and wait for W seconds (which can be configured by client), and then dial the pre-defined phone number. If the call is accepted, server then send a callback indication and a log file indicating the triggering event. Client then is responsible for downloading the recorded file. Client can also remove the file or break the download at any time. The recorded file is a single continuous file which can only be downloaded from the beginning of file even if this file is constitute by multiple video clips triggered by numerous events. After successful download, the file will be removed from WebMonitor.

10. If the call is not accepted, server should retry dialing every T minutes N times, if the call is still not accepted, another phone number should be called, there can be 3 set of pre-defined callback phone number. If all these trial failed, stop trying callback. T and N can be configured by client.

11. If the server has no room to record video for a new event, the video then will not be recorded, but the event will be added to the log file, and the callback will also be executed.

12. User can set up to 3 set of pagers’ phone number, when event triggered, server will page these 3 pager first, then try to dial to the pre-defined callback number. If server at that time is connected to administrator, the callback indication is immediately sent to client and the pager will not be called.

13. Client can set Date/Time of WebMonitor and modem initialization string. Also client can set the names of WebMonitor and all the cameras.

14. There is another type of callback - scheduled callback. Client can schedule a callback as either periodically callback or callback by timer. In the way of periodically callback, user need to set start time, stop time and period. In the other way, user can set up to 6 callback time. Also, client has to set the necessary parameters for a scheduled callback, recording duration, and active cameras. A scheduled callback will not be activated if there is a connection by normal request or by callback. In this case, the callback will be activated at the end of the connection. 

15. Server can control the cameras as Pan-Tilt-Zoom. Server can control a number of PTZ camera through RS232 port or control a normal plain camera with a motorized zoom lens and a Pan-Tilt drive which are connected to a special camera control box provided by FIC. Under LAN mode, user can upload a number of resource files to server for controlling a set of camera. 

16. Under LAN mode, user can overlay a line of text on a video. Client can specifies both the positions of this text and the time-stamp. The characters of this text is limited to be: ‘A’-‘Z’  ‘a’-‘z’  ‘0’-‘9’ and special characters:{  !  @  #  $  %  &  *  (  )  -  +  [  ]  :  ,  .  /  }

17. Under LAN mode, client can read/write COM2 of server via HTTP request. 

