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Release Note for Vigor3910 Series 
 

Firmware Version: 3.9.7.2 

Release Type: Normal 

Applied Models: Vigor3910  

 

Read First  

Due to the WebGUI security issue (fixed in 3.9.6.3), we recommend changing the passwords 

for admin login and password/PSKs for VPN profiles after upgrading the latest firmware from 

3.9.6.2 or earlier.  

New Features 

 None. 

Improvement  
 Improved: Improvement on OpenVPN LAN-to-LAN throughput. 

 Improved: Increase the number of concurrent PPPoE dial-in from 20 to 200. 

 Improved: Improvement of downloading speed for packet capturing on LAN and for 

debugging logs on diagnostics. 

 Corrected: An issue of certificate renew. 

 Corrected: An issue of answering DNS Query with CNAME. 

 Corrected: An issue of establishing BGP routing with Cisco when using 4-Byte As 

Number. 

 Corrected: An issue of self-signed certificate regeneration automatically of Vigor router 

before expiration. 

 Corrected: An issue that an AP disappeared from Central Management AP after setting 

tag-based VLAN. 

Known Issue 

 Once upgraded to 3.9.2.2, configuring route policy settings and then get downgraded to 

3.9.2.1 or older, route policy “to” and “failover” to settings are likely to be wrong. Always 

backup your config before firmware up(down)grading. 

 Once upgraded to 3.9.2.x, configure IP Bind MAC settings and then get downgraded to 

3.9.1 again. The IP Bind MAC settings will disappear. So make sure the IP Bind MAC 

settings is backed up before downgrading.  
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