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NO:AP1101-2 V.1 

Release Note for Vigor2927 Series 
 

Firmware Version: 4.4.5.9 

Release Type: Normal - Upgrade recommended when convenient 

Applied Models: Vigor2927, Vigor2927ac, Vigor2927Vac, Vigor2927L, 

Vigor2927Lac, Vigor2927ax, Vigor2927F, Vigor2927L-5G, 

Vigor2927Lax-5G 

Vigor2927 series is a broadband router which integrates IP layer QoS, NAT session/bandwidth 
management to help users control works well with large bandwidth. The state-of-art routing feature, 
VPN security, and Dual-WAN provide integrated benefits for professional users and small offices. 

New Features  

 None. 

Improvement 

 Improved: Support displaying RSSI for WiFi clients in the SysLog. 
 Improved: Enhanced security by removing weak ciphers from the SSH server. 
 Corrected: An issue where traffic could not pass through Multiple SA VPN to Cisco. 
 Corrected: An issue that changing the 2.4GHz channel from 11 to Auto caused the router 

to reboot. 
 Corrected: An issue that both 2.4G and 5G Wifi stopped functioning when a specific 

wireless client (ax) connected. 
 Corrected: An issue where TR-069 parameters were reset when the router was rebooted 

through the VigorACS server. 
 Corrected: An issue with failure to access the router's Web Interface after some days from 

the Internet via HTTP or HTTPS. 
 Corrected: A reboot issue occurred after upgrading to firmware version 4.4.5.8 due to 

increased memory usage from the New Country Object database.  

Known Issue 

 A firewall can restrict/drop unwanted inbound WAN traffic such as VPN requests. The 
router's firewall block rules can stop remote management and VPN access. It is 
recommended to review the firewall settings before upgrading.  

Note 

 IPsec HMAC (MD5) is no longer supported. 
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