NO:AP1101-2 V.1

Release Note for Vigor2925 Series

Firmware Version: 3.7.2.1
Release Date: August 09, 2013

Applied Models:
Vigor2925, Vigor2925n

Vigor2925 series is a broadband router which integrates IP layer QoS, NAT session/bandwidth
management to help users control works well with large bandwidth. The state-of-art routing feature,
VPN security, and Dual-WAN provide integrated benefits for professional users and small offices.

New Features

Support wireless functions
Support Bonjour functions
Support Web Portal function
Support route policy
Support LAN DNS

Improvement

Improved: Add UBDdns support back.

Improved: Support a function to force the router using "DNS server IP address".
Improved: Modify the Note in remote access control setup.

Improved: Modify DoS threshold default value to avoid DNS query failure.
Improved: Prevent static IP uses MTU 1500 when HW NAT is enabled.
Improved: Add APPE support list.

Improved: Add Modem Support List.

Improved: Support multi-PVVC with VLAN function.

Improved: Support a new APPE filter - hotspot function for CSM.
Improved: Support iCON XY 3G modem

Improved: Support Dropbox for APP Enforcement.

Improved: Improve load speed of dashboard (router panel).

Improved: Support character "." on the SSID.

Corrected: Fixed the reboot issue for WAN2 L2TP connection.

Corrected: APP block failed for Teamviewer 8.0.16642 application.

Corrected: Shrewsoft VPN Client cannot connect twice from the same public IP address.
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e Corrected:

Abnormal saving and closing for user object/group option occurred at Firefox

and Chrome.

Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:
Corrected:

Corrected:

DHCPv6 server was unable to work.

An error occurred in restoring CPE configuration via ACS Sl.
An error occurred for session count when smart bandwidth enabled.
Wrong IP address was used in SNMP.

H/W NAT caused router hanging.

Web user interface caused security problem.

Traffic shaping performance is not accurate.

Ping response time increases periodically.

Specific configuration of IPv6 may cause router crash.
Specific VPN configuration causes router reboot.

WUI I0P with IE10.

VPN log option in Syslog/Mail Alert page is missed.

MPPE encryption for PPTP doesn't work with Android VPN.
SIP ALG issue.

Cannot create a second profile in Remote Dial-in User.

IPv6 web access cause router reboot.

User Management switched from user-based to rule-based causes error.
fragFINN can't work.

SSL RDP/VNC issue.

VPN trunk is dropped when WAN is down.

APPE can't block SIP phone.

Known Issue

e The WAN

port can not work well with Alcatel 1-040G device. The quick solution is to

add another switch between Vigor2925 and Alcatel 1-040G.

Notes

Modifications

® None



