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Release Note for Vigor2950 Series 
 

Firmware Version: 3.3.1 
Built Date: March 29, 2012 

Applied Models:  
Vigor2950/ Vigor2950G/Vigor2950Gi/Vigor2950i 

 

 

New Features  

 Support LDAP search request and simple authentication for Microsoft Active Directory. 
 Support 2048-bit Private key for Local Certificate Generate Request. 

Improvement  

 Improved: Add more TR-069 parameters for VigorACS SI. 
 Improved: Correct the problem occurred for PPPoE connection. 
 Improved: Improve the IMP2P signature under CSM. 
 Improved: Support 64-bit Windows for SSL Tunnel.  
 Improved: Support full screen for SSL RDP application. 
 Improved: Support Vista/Win7/Win2008 for SSL RDP application. 
 Improved: Support DH group5 in phase 1 proposal; AES128, AES 192, AES 256 in IPSec 

Phase 2. 
 Improved: Add a new telnet command for auto-reboot. 
 Fixed: Phase 1 re-key failure occurs while connecting to Cisco’s router authenticated by 

X509. 
 Fixed: RADIUS authentication doesn’t work via VPN tunnel. 
 Fixed: A problem occurs for VPN Load-Balance. 

Related Information 

 Get the document, please visit http://www.draytek.com/user/PdInfoDetail.php?Id=44 

 Get the new firmware, please visit http://www.draytek.com/user/SupportDownloads.php 

 Get the customer service support, 
please visit 

http://www.draytek.com/user/ContactHeadquarters.php
#Headquarters 

 Get the regulatory compliance 
information 

http://www.draytek.com/user/AboutRegulatory.php 
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 Get information for global partners http://www.draytek.com/user/Globalpartners.php 

 

Known Issue 

 None 

Notes 

Modifications 

 MS (Microsoft)-SSTP authentication for SSL VPN is terminated.   
 


