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DrayTek Corp.
Vigor2000 isdnRouter also provide another user interface using Telnet protocol for further maintenance. It shortly said TUI, means Telnet User Interface. In the TUI, users can use traditional command-line style to configure router or using some diagnostic utilities for troubleshooting. So mainly TUI is just some advanced configuration usage.

Before You Using TUI

You can use "telnet 192.168.1.1" for connecting to TUI. Here we use default router IP address for instance. Before you enter TUI, router will ask for system administrator password for security. The style of Vigor2000's TUI is UNIX-like terminal. Once you enter the TUI, the command prompt will be used hostname show as following which "draytek" is default value.

Password: ******* 
Type ? for command help
draytek> 
TUI supports an online help command '?' for querying each commands. For example, you can type '?' command to get valid commands or subcommands as below:

draytek> ?

% Valid commands are:

exit         ip           ipf          isdn         log          srv

sys
or

draytek> log ?

usage:

log [-cfhipstwx?][-F a|c|f|s|w]

-c              for call log

-f              for IP filter log

-F              flush log buffer

  a             flush all logs

  c             flush the call log

  f             flush the IP filter log

  s             flush the IP state log

  w             flush the wan(ISDN and PPP) log

-h              for this usage help

-i              for ISDN D-channel log

-p              for PPP/MP log

-s              for IP state log

-t              display to the end

-w              for WAN (ISDN and PPP) log

-x              for packet body hex dump
In addition to online help support, Vigor2000 also provides command history feature. You can use arrow keys on the keyboard to recall commands history. The up arrow can recall previous commands, and you also could use down arrow to return to more updated commands. The "sys cmdlog" can view whole command history as below.

draytek> sys cmdlog

% Commands Log: (The lowest index is the newest !!!)

    [1] sys cmdlog

    [2] ip route ?

    [3] ip route status

    [4] srv nat status

    [5] ip route status

    [6] ip route ?

    [7] ip nmask sock

    [8] ip nmask ?

    [9] ip nmask

    [10] ip addr ?

    [11] ip ?

    [12] sys cmdlog

Up to 20 commands can keep in command cache. When a newest command add into index number 1, the index number 20 will be remove. At last, Vigor2000 just can support one TUI session for system administrator and its idle timer is fixed to be 2 minutes. If you will try to make other TUI sessions to Vigor2000, the following reject messages will display on your local Telnet terminal software.

System administrator is connecting from 192.168.1.75

Reject the connection request !!!

Root Commands List

The root commands as following:

exit

Exit or close TUI session. This root command has no other subcommands.

ip

TCP/IP network configurations

ipf

IP filter/firewall configurations

isdn

ISDN interface configurations

log

LOG functions for diagnostic or troubleshooting

srv

Some built-in server configurations

sys

Some system-level commands

Subcommands List:


IP Subcommand:

1. Show the current IP address of router

draytek> ip addr ?


% ip addr <IP address>

% Now: 192.168.1.1
2. Set IP address


draytek> ip address 192.168.1.1


% Set IP address OK !!!

3. Show ARP cache


draytek> ip arp status



[ARP Table for Ethernet Interface] 



IP Address          MAC Address         Flag  Expiration


192.168.1.75         00-00-E8-8F-B9-B5    01    0009B051  


192.168.1.76
      00-50-7F-00-00-33
    01    0002BE26


where

Flag

01

active entries in ARP cache



00

removed from ARP cache



Expiration

the time to live for ARP cache



4. Delete an entry from ARP cache



draytek> ip arp del 192.168.1.76



IP Address          MAC Address         Flag  Expiration


192.168.1.75         00-00-E8-8F-B9-B5    01    0009B051  


192.168.1.76
      00-50-7F-00-00-33
    00    0002BE26


The Flag of entry 192.168.1.76 would be changed to be 00.



5. Set subnet mask for router



draytek> ip nmask 255.255.255.0



% Set IP netmask OK !!!



6. PING diagnostic utility



draytek> ip ping 192.168.1.75

Pinging 192.168.1.75 with 64 bytes of Data:

Receive reply from 192.168.1.75, time=28ms

Receive reply from 192.168.1.75, time=2ms

Receive reply from 192.168.1.75, time=2ms

Receive reply from 192.168.1.75, time=2ms

Receive reply from 192.168.1.75, time=2ms

Packets: Sent = 5, Received = 5, Lost = 0 (0% loss)



7. Add a static route for router



draytek> ip route add ?



% ip route add <dst> <netmask> <gateway> <iface> <rtype>


where



dst


destination host/network



netmask

IP network mask



gateway

IP network gateway



iface


0: Ethernet interface






1/2: ISDN interface



rtype

S: static route



For example,



draytek> ip route add 0.0.0.0 255.255.255.0 203.69.175.1 0 S

8. Delete a route for router

draytek> ip route del 0.0.0.0



9. Show IP routing table



draytek> ip route status



Codes: C - connected, S - static, R - RIP, * - default

S            0.0.0.0/ 255.255.255.192 via 203.69.175.62, IF0, IF0

C       203.69.175.0/ 255.255.255.192 is directly connected, IF0, IF0


IPF Subcommand:



Please refer to another document regarding IP filter/firewall commands

1. 
ISDN Subcommands:

2. Set ISDN country code (To be determined)

3. Manual dial for specific ISP

Isdn dial <Dest Name>

draytek> isdn dial AOL

After typing the command as above, router will make a call to ISP named AOL for ISDN connection.

4. Manual drop ISDN B channel

isdn drop <B1 or B2>

draytek> isdn drop B1

5. Set loopback4 mode for ISDN interface

draytek> isdn loopback4

LOG Subcommands:



Please refer to another document regarding LOG diagnostic commands

SRV Subcommands:

1. Turn on DHCP server

draytek> srv dhcp on

2. Turn off DHCP server

draytek> srv dhcp off

3. Set a fixed IP host into IP pool of DHCP server

srv dhcp fixip add <IP Addr> <MAC Addr XX-XX-XX-XX-XX-XX> <Host ID>
where

IP Addr

Wanted fixed IP address for specific host

MAC Addr
Ethernet MAC address for specific host

Host ID

host identification

4. Remove a fixed IP host from IP pool of DHCP server

srv dhcp fixip del <IP Addr>

where

IP Addr

Wanted removed IP address for specific host

5. Set a start IP address for IP pool of DHCP server

srv dhcp startip <IP address>
where

IP address
the start IP address of IP pool of DHCP server

6. Set maximal counts for IP pool of DHCP server

srv dhcp ipcnt <IP counts>
where

IP counts

the maximal counts for IP pool of DHCP server

7. Show DHCP server status

Draytek> srv dhcp status

DHCP server: Running

Index   IP Address      MAC Address         Leased Time     HOST ID

1       192.168.1.1     00-50-7F-00-00-33       FIXED IP        draytek

2       192.168.1.75    00-00-E8-8F-B9-B5      00:25:42.660     Alan

8. Turn on NAT server

draytek> srv nat on

9. Turn off NAT server

draytek> srv nat off

10. Show NAT server status

draytek> srv nat status

% NAT server: Running

SYS Subcommands:

1. Set system administrator name

sys admin <ASCII string>

draytek> sys admin John

2. Show system administrator name

draytek> sys admin ?

% sys admin <ASCII string>

% Now: John
3. Restore whole configuration to be factory default settings

sys cfg default

4. View the command history

sys cmdlog

5. Turn on firmware upgrade server (TFTP server)

draytek> sys fwup

% Enable firmware upgrade TFTP server !!!
6. Show network interface status

sys iface

7. Set login name

sys name <ASCII string>

8. Set login password

sys passwd < ASCII string>

9. Reboot router

Sys reboot

10. Show system firmware version and information

draytek> sys ver

Router Model: Vigor2000 isdnRouter    Version: Ver. 0.09

Profile version: 0x1

Router IP: 192.168.1.1    Netmask: 255.255.255.0

Module Building ID:

    HTTP : Mon Sep 27 16:16:21.27 1999

    CGI  : Mon Nov 8 12:9:6.67 1999

H/W interfaces:

    6-ports 10 Baes-T Ethernet

    1-port 10 Baes-T Ethernet uplink

    1-port ISDN BRI (2B+1D)

    1-port Console (RS-232)







